Q&A WITH MAUREEN CARLO: EMERGING TECHNOLOGY AND THE FUTURE OF PHYSICAL SECURITY

At ISC West, Maureen Carlo, director of strategic alliances at BCD International, Inc., facilitated a panel discussion on the impact emerging technology, such as 5G networking, hybrid-cloud storage and virtualization, is having on physical security. Panel members Brian Karas, vice president of sales at Airship; Darren Giacomini, director of advanced systems architecture at BCD International, Inc.; and Lance Kelson, executive vice president at Tiger Technology offered expert insight into each of these areas.

Recently, ISC News held a question-and-answer session with Maureen to get her biggest takeaways from the discussion.

ISC News: How much of a role is 5G networking....

CONTINUE READING
In 1975, one of the most revered Naval aircraft carriers, the USS Yorktown, was relocated to Mount Pleasant, South Carolina, to star as the centerpiece attraction of the newly developed Patriots Point Naval & Maritime Museum operated by the Patriots Point Development Authority.

Over the last four decades, Patriots Point has become South Carolina’s number one heritage attraction, with nearly 300,000 visitors each year. In addition, the USS Yorktown offers one of the most extensive education and overnight camping programs in the United States, with more than 40,000 school-aged children participating...

Hefty fines. Suspended business operations. A general sense of uneasiness among employees. Bad press. All of these are liabilities created when an organization fails to comply with industry regulations.

A common thread between the numerous industry regulations out there (NERC, PCI, FDA, HIPPA, etc.) is the need to restrict physical access to a building. If you or your clients are using swinging doors, guards and cameras alone, then intrusion is possible, leaving a business vulnerable to the liabilities listed above. So how do you create a physical access control policy that is defensible?

Download a free whitepaper!
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Upcoming ISC News Webinar

Best Practices on Managing your Digital Forensics and Evidence

Sponsored by: Dell Technologies

Tuesday, October 12, 2021  2:00 PM ET

Join Dell Technologies on Tuesday, October 12, for their webinar "Best Practices on Managing your Digital Forensics and Evidence Platform"

The increased sophistication of the Digital Forensics ecosystem has evolved rapidly over the past few years, principally due to the sheer volume of multimedia evidence that is now required to be stored and that has potential value for ongoing criminal investigations and prosecutions. Law enforcement agencies know that an infrastructure that is sized correctly can simplify data ingestion and allow for different tools to be run at the same time.

Join Wayne Arvidson & Randy Lack as they dive into the key challenges facing Digital Forensics and Evidence management; on the key outcomes; and best practices on minimizing IT intervention.
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