Physical Security And Safety Post-Covid At The World Trade Center

Editor’s note: ISC and the ASIS NYC Chapter recently announced a partnership to ensure we are reaching readers in security and public safety for the Tri-State area and covering the topics they care most about. As part of that new collaboration, ISC News is producing a series of interviews with ASIS NYC chapter members and industry leaders.

For our debut interview, we recently caught up with George Anderson, Director of Security at World Trade Center for The Port Authority of New York & New Jersey, to find out where he is focusing his efforts lately, and where he has addressed challenges in recent months.

ISC News: Obviously the New York metro has been one of the hardest hit areas in the U.S. when it comes to Covid-19, especially in the first few months of the emergency. How has that impacted your day-to-day work? Where have you focused?

George Anderson: At the beginning of the pandemic in NYC and the region, we initially saw a significant withdrawal from the workplace by staff that was capable of working remotely. And, that has caused a cascade effect—all the support jobs such as restaurants, barbershops, etc., were dramatically affected. As companies have learned, remote work is feasible. The numbers of staff returning to the lower Manhattan area has been minimal and is expected to continue that way for some time to come...
NIST: Masks Hinder Facial Recognition Technology

A recent report from the National Institute of Standards and Technology (NIST) finds facial recognition technology is having a hard time identifying subjects because of widespread mask-wearing during the Covid-19 outbreak. The agency says its research found even the best of the 89 commercial facial recognition algorithms tested had error rates between 5 and 50 percent in matching digitally applied face masks with photos of the same person without a mask...

CONTINUE READING

CISA Alert Warns Of Potential For Hacks Of U.S. Critical Infrastructure

The Department of Homeland Security’s (DHS) cyber security unit and the National Security Agency (NSA) issued an alert recently advising operators of critical systems to address any potential threats to critical infrastructure as hackers increasingly seek to exploit vulnerabilities in these systems. The Cybersecurity and Infrastructure Security Agency’s (CISA) advisory strongly recommended that operators take immediate steps to...

CONTINUE READING
OTHER TRENDING INDUSTRY ARTICLES

- U.S. SECRET SERVICE FORMS ONE UNIT FOR CYBER AND FINANCIAL CRIMES
- POST-COVID, SECURITY POLICIES AND PROCEDURES NEED ADJUSTMENT FOR RETURN TO WORK
- SIA ISSUES MEMBERSHIP CODE OF ETHICS

IN CASE YOU MISSED IT: ISC NEWS WEBINARS

“Global Security and Law Enforcement Trends in an Age of Turmoil”

Watch James Gagliano, law enforcement analyst and policing methodology expert, and ISC News Editor-in-Chief D.J. Murphy discuss public safety in the midst of a global pandemic, just as policing comes under intense focus. Gagliano spent 25 years with the FBI, including time with the Bureau’s elite counterterrorism unit, the Hostage Rescue Team, and as legal attaché at the U.S. Embassy in Mexico City. This ISC News webinar is the first of its kind — hosted by ISC Security Events, but was simultaneously broadcasted by our Reed Exhibitions Mexico and Brazil teams, plus translated for those regions! Read More.
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